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Requirements 

Sage X3:  V12.0.22.  Brazilian Legislation: X003.003. 

Instructions  

For this hotfix the instructions flagged as ‘ ’ are mandatory and the instructions with ‘ ’ should not be 

executed. 

 
Install the patches without any users using the system. This is the Brazilian legislation patches, which should 

be applied from X3 reference folder, but applied only on the folders that will be using the legislation (NOT X3 

FOLDER). 

 Install the patches (no need to logout). This is the Brazilian legislation patches, which should be applied from X3 

reference folder, but applied only on the folders that will be using the legislation (NOT X3 FOLDER). 

 Install the NF-e server located in nfe-x3.zip. 

 Copy the folders from 09.Syracuse to the installation folder on SyracuseComponent\syracuse\bin\node_modules 

and restart the Syracuse server. 

 
Validate all transactions for the folder that you applied the Brazilian legislations Hotfix using function 

GENMSKTRT. It is also recommended to validate the dictionaries. 

 Validate specific transaction mentioned in ticket (check tickets below). 

  

Patch Content 

 

X3-207530 – Fixed the read of some special characters in XML 

 

Affected objects:  

• ADX – XQNFEINFNFE_CVER, XQNFEINFRTEC_CVER, XQNFEITDET_CVER, XQNFEICMS_CVER, 

XQJSON2X3, XQPIPREV 

• Node_modules – xqbr-xml2json 

 

X3-207082 – Query Service status method was refactored to log errors when something unusual happen.  

 

Affected objects:  

• ADX - XQNFECOMM_CVER, XQNFECONSSER_CVER, XQNFEGWUTIL  

• AML - 19662 
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X3-207083 – Query SEFAZ Status method was refactored to consider set SVC when the result is 108 or 109. Also 

added error handling 

 

Affected objects:  

• ADX – XQNFECOMM_CVER, XQNFECONSSER_CVER, XQNFEGWUTIL 

 

X3-209766 – Removed validation that makes the sales site and the shipping site be the same in the Delivery function. 

 

Affected objects:  

• ADX – XQSPVSDH 

 

X3-208545 – Fixed the carrier’s CNPJ/CPF source in XQBDANFE report.  

 

Affected objects:  

• ARP – XQBDANFE 

 

X3-207927 – Some class properties are now being escaped for some characters like double-quotes and backslash. 

 

Affected objects:  

• ADX – XQNFEENVIONF_CVER, XQNFETRANSPO_CVER, XQNFEENDEMIT_CVER, XQNFEIDE_CVER, 

XQNFEEMIT_CVER, XQNFEDEST_CVER, XQNFEENTREGA_CVER, XQNFEINFADIC_CVER, 

XQNFEENDDEST_CVER 

 

X3-203749 – This patch automatically updates the “Calculation base mode” option of any RTAX register when the 

“ICMS anticipation” flag is set to Yes. The option selected is in accordance with the current tax calculation rules and the 

change is transparent to the customer. 

 

Affected objects:  

• ADX – XQEXEMODBCST 

• EXE – XQEXEMODBCST 

 

 


